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Jeremy Clark

• Associate Professor at the Concordia Institute for Information Systems Engineering (CIISE) in Montreal

• NSERC / Raymond Chabot Grant Thornton / Catallaxy Industry Research Chair in Blockchain 

Technologies 

• PhD from the University of Waterloo (2009)

• Team of ten graduate students

• Numerous academic papers on Bitcoin/Blockchain

• Contributed to courses (Concordia, Princeton, MIT) & textbook on Bitcoin/blockchain

• Testified to Senate and House committees on Bitcoin/blockchain

Where I Am



Funding & Partners:
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Not good

Not good

eitherPrice increases:


* Cause hoarding

* Cause speculation

* Deter borrowing

Bitcoin is a currency
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FIGURE 1: Chronology of key ideas found in Bitcoin

cryptocurrency
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Blockchain

• Blockchains are not just for data, they are for code execution

• Currency is one thing you can do with a blockchain (Bitcoin)

• Platforms like Ethereum lets you upload your own code (“decentralized 

applications/DApps” or “smart contracts”)
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Blockchain

• Blockchains and (distributed) systems/databases are similar

• Blockchains are suitable for very small data (e.g., 1MB every 10 min)

• Blockchains do not support complex queries (“give me everything”)

• Blockchains offer security guarantees: code executes correctly, data is 

immutable, some nodes can be malicious nodes
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Blockchain

• Blockchains use cryptography (“cryptocurrency”)

• Transactions are authorized through digital signatures

• Entities are identified by their public signing key (pseudoanonymity)

• Hash functions “lock in” data

• Not used: actual encryption for keeping data confidential (by default) 
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Consistency?
Consensus through voting

One vote per ________?

1) Entity:

trusted list of entities, closed network


2) Unit of computational effort:

Bitcoin’s blockchain

No trust, open network

Honest majority



Research Directions
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Sharding

method(x)

method(x) method(x)

method(x)

method(x)

method(x)



zk-Rollup

method(x)

Proof p: {z=method(x)}



zk-Rollup

method(x)

Proof p: {z=method(x)}

p

p

p
p p

p

pp
p

p
p

pp

p

p

p

ppp

p

pp

p

p

p



zk-Rollup

method(x)

Proof p: {z=method(x)}

p

p

p
p p

p

pp
p

p
p

pp

p

p

p

ppp

p

pp

p

p

p



method(x)

Proof p: {z=method(x)}

p

p

p
p p

p

pp
p

p
p

pp

p

p

p

ppp

p

pp

p

p

p

zk-Rollup



Optimistic Rollup

method(x)

STAKE: {z=method(x)}



method(x)

STAKE: {z=method(x)}

Optimistic Rollup



Proof of Solvency

$480,000,000



Proof of Solvency

Theft Unnoticed for Years
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(on blockchain)

ZKP: Equity = Assets - Liabilities >= 0



Liabilities

(user verifiable)

Equity

Assets

(on blockchain)

ZKP: Equity = Assets - Liabilities >= 0

Proof of Solvency



Decentralized Finance (DeFi)
- You code your financial service and push it to a public blockchain like Ethereum


- The Ethereum’s global network of servers runs your code for you


- While it is slow and can only run (relatively) simple code, it will run exactly as coded


- Anyone who can code a DApp can make a financial service


- In 2020, decentralized finance (DeFI) services hold $10B USD on Ethereum



Stablecoins
- Cryptocurrencies like ETH (Ether) and BTC (Bitcoin)


- Stablecoins like USDT or Dai
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THE FIRST WAVE of cryptocurrencies, starting in the 

1980s, attempted to digitize government-issued 

currency (or fiat currency, as cryptocurrency enthusiasts 

say).8 The second wave, represented prominently by 

Bitcoin,7 provide their own separate currency—issued 

and operated independently of any existing currencies, 

governments, or financial institutions. Bitcoin’s 

currency (BTC) is issued in fixed quantities according to 

a hard-coded schedule in the protocol.

In the words of Bitcoin’s pseudonymous inventor: 

“There is nobody to act as a central bank... to adjust the 

money supply... that would have required a trusted party 

to determine the value because I don’t know a way for 

software to know the real world value of things. If there 

was some clever way, or if we wanted to trust someone to 

actively manage the money supply to peg it to something, 

the rules could have been programmed for that. In this 

sense, it’s more typical of a precious metal. Instead of 

the supply changing to keep the value the same, the 

supply is predetermined and the value changes.”2 

Without active management, the 

exchange rate of BTC with govern-

mental currencies has been marked 

by extreme volatility. Figure 1 shows a 

comparison of fiat currencies and bit-

coin. The values were retrieved daily 

between Jan. 1, 2016 and Jan. 1, 2019. 

(Note that 1,000 mBTC = 1 BTC). Squint 

at the chart to notice how the GBP (Brit-

ish pound) drops around June 2016: 

This mild-looking pinch is actually the 

so-called “sharp decline” and “severe 

swing” that followed the Brexit ref-

erendum in the U.K. It is completely 

overshadowed, however, when placed 

beside BTC’s large fluctuations. 
A Third Wave?Extreme volatility is not specific to 

BTC. It can also be seen in its contem-

poraries: ETH (ether) and XRP (Ripple). 

This instability is an issue of practical 

Demystifying Stablecoins

DOI:10.1145/3386275

  Article development led by 
 

queue.acm.org

Cryptography meets monetary policy.

BY JEREMY CLARK, DIDEM DEMIRAG,  

AND SEYEDEHMAHSA MOOSAVI



Exchanges



Lending
- Margin trading


- Borrowing one kind of asset by collateralizing a different kind


- Flash loans



Flash Loans

- Not possible in the real world!


- One transaction runs at a time


- No risk, no collateral, anonymous, borrow maximum amount available (no one can use 
it while your transaction is running)

{ 


TRANSACTION:


BORROW XXX ETH

DO WHATEVER YOU WANT

REPAY XXX ETH

REPAY COMPLETE? => REVERT IF FAIL


}




bZxdYdX

FLASH LOAN: 

10K ETH ($2.6M)

1.3K ETH

($345K)

5X

5.6K ETH

($1.5M)

Uniswap

ETHBTC

3X

51 BTC

($530K)

2/3

5.5K ETH

($1.5M)

FEES: 0.5 ETH ($135)

BANK LOAN

Compound
112 BTC

($1.1M)

6.9K ETH

($1.8M)

FLASH 

LOAN

0.1K ETH

($26K)

6.8K

BANK LOAN
112 BTC

($1.15M)

1.2K ETH

($300K)

5.5K ETH

($1.45M)



More resources
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with a preface by Jeremy Clark 

Draft — Feb 9, 2016 

 

Feedback welcome! Email  ​bitcoinbook@lists.cs.princeton.edu 

 
For the latest draft and supplementary materials including programming assignments,  

see our  ​Coursera course​. 
 

The official version of this book will be published by Princeton University Press in 2016. 

If you’d like to be notified when it’s available, please sign up  ​here​. 
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• Illicit uses: monitored by law enforcement agency (cybercrimes)

• Taxation: CRA guidelines (capital gain)

• Financial tracking: FINTRAC guidelines (MSB)

• Securities law: AMF guidelines and sandbox 

• Accounting standards: No IFRS standards yet (convention: 

intangible asset)

Legality and Regulation


